Cameron Tait
camerontaitenquiries@outlook.com ❖ United Kingdom

WORK EXPERIENCE 

Deloitte 									          	   June 2022 – Present
Senior Cybersecurity Consultant				                                    		  Edinburgh, UK
· Successfully implemented a cutting-edge cloud-based incident response platform, leading the documentation.
· Performed critical digital forensics and malware analysis during one of the UK’s largest-ever cyber incidents.
· Took part in a threat hunt for a major technology firm, uncovering concealed threats and vulnerabilities.
· Led a post-incident review for a leading exam body, pinpointing weaknesses and enhancing response strategies.
· Evaluated the maturity of 3 global SOCs, offering detailed suggestions to optimise their effectiveness.
· Established Qualys controls and policies for large-scale ransomware-related device compliance scanning.
· Mentored junior team members and designed training plans for a major manufacturing company.

Deloitte								        	           Sept 2020 – June 2022
Cybersecurity Consultant									 	     London, UK
· Worked in a dynamic SOC engineering team for a year, maintaining and enhancing SOC platforms and systems.
· Completed a ransomware readiness assessment, strengthening cyber resilience for an international manufacturer.
· Performed a post-incident review for a news network, identifying weaknesses and making recommendations.
· Led the enhancement of incident response and SOC playbooks, as well as other incident response documents.
· Through shadowing and bids, gained exposure to insider risk, PMO, wargaming, penetration testing, and more.

EDUCATION 
	
Rochester Institute of Technology 				                     	     
Micromasters Cybersecurity					   			           

The Open University 				                     	     
BSc Computing & IT (In progress)					   			            

Heriot Watt University 				                     	     
BA Economics & Finance					   			            

Scottish Qualifications Authority 				                 
Level 8 Professional Development Awards in Cyber Resilience and Software Development                     

University of the Highlands and Islands 				       
HNC Accounting                  									

CERTIFICATIONS
	
CompTIA CASP+, Pentest+, CySA+, Security+, Network+, and Cloud Fundamentals+
Security Blue Team Level 1, Cisco CyberOps Associate, and CCNA (In progress)
eLearnSecurity Certified Digital Forensics Professional, and Qualys Policy Compliance Specialist
Microsoft’s Professional Programme in Cybersecurity, CIISec Associate, AWS CCP, and Azure AZ-900

SKILLS 

SOC, SIEM, Threat Monitoring, Digital Forensics, Incident Response, Malware Analysis, Threat Hunting, Threat Intelligence, Cloud Computing, Ransomware Readiness, Vulnerability Management, Log Analysis, Packet Analysis, Security Engineering, Computer Science, Software Development, Windows, System Administration, Jira, Atlassian, Splunk, ELK, Arcsight, Networking, Linux, Consulting, Auditing, Playbook Development, Communication, Excel, PowerPoint, Report Writing

